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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

Structure of the OSA API Mapping (3GPP TR 29.998)

The Technical Report 3GPP TR 29.998 consists of a series of parts and subparts.  An effort has been made to ensure that the part numbers used in the mapping TR correspond to the part numbers of the base OSA specification in 3GPP TS 29.198.  For this reason, certain parts, for which no suitable mapping could be suggested, have not been delivered.  At a later stage a mapping to a new protocol may become evident, in which case these missing parts will be developed.

The OSA documentation was defined jointly between 3GPP TSG CN WG5, ETSI SPAN 12 and the Parlay Consortium, in co-operation with the JAIN consortium.  The 3GPP TR 29.998 is based on a mapping document with a wider scope, developed as part of this co-operation.  Certain mappings defined in the course of this joint development are not applicable for 3GPP Release 4 or Release 5, which is why not all sub-parts have been delivered as part of 3GPP Release 5.   However, it is expected that some will become applicable within the scope of 3GPP Release 5, which is why a common sub-part numbering is being retained, albeit with gaps for 3GPP Release 5.

If mapping for a certain Part is "Not Applicable" it can either indicate that a mapping does not exist (e.g. Part 2 Common Data), or the API is considered to be implemented directly on a physical entity, or via a proprietary mechanism.

The present document is part 4 subpart 4 of a multi-part TR covering the 3rd Generation Partnership Project: Technical Specification Group Core Network; Open Service Access (OSA); Application Programming Interface (API) Mapping for OSA, as identified below. 

29.998-1: 
General Issues on API Mapping

29.998-2: 
Not Applicable

29.998-3: 
Not Applicable

29.998-4-1: 
Call Control Service Mapping;
Subpart: API to CAP Mapping

29.998-4-2: 
Call Control Service Mapping;
Subpart 2 generic call control INAP (not Rel4)

29.998-4-3: 
Call Control Service Mapping;
Subpart 3 multiparty call control INAP (not Rel4)

29.998-4-4: 
Call Control Service Mapping;
Subpart 4 multiparty call control SIP (Rel5)

29.998-4-5: 
Call Control Service Mapping;
Subpart 5 multimedia call control extensions mapping to SIP (Rel5)

29.998-4-6:
Call Control Service Mapping;
Subpart 6 multimedia call control in IMS

29.998-5-1: 
User Interaction Service Mapping;
Subpart 1: API to CAP Mapping

29.998-5-2: 
User Interaction Service Mapping;
Subpart 2 user interaction INAP (not Rel4)
29.998-5-3: 
User Interaction Service Mapping;
Subpart 3 user interaction Megacop (not Rel4)
29.998-5-4: 
User Interaction Service Mapping;
Subpart 4: API to SMS Mapping

29.998-6: 
User Location – User Status Service Mapping to MAP

29.998-7: 
Not Applicable

29.998-8: 
Data Session Control Service Mapping to CAP

OSA API specifications 29.198-family
OSA API Mapping -  29.998-family

29.198-1
Part 1: Overview
29.998-1
Part 1: Overview

29.198-2
Part 2: Common Data Definitions
29.998-2
Not Applicable

29.198-3
Part 3: Framework
29.998-3
Not Applicable

29.198-4
Part 4: Call Control SCF
29.998-4-1
Subpart 1: Generic Call Control – CAP mapping



29.998-4-2




29.998-4-3




29.998-4-4
Subpart 4: Multi Party Call Control SIP



29.998-4-5


29.198-5
Part 5: User Interaction SCF
29.998-5-1
Subpart 1: User Interaction – CAP mapping



29.998-5-2




29.998-5-3




29.998-5-4
Subpart 4: User Interaction – SMS mapping

29.198-6
Part 6: Mobility SCF
29.998-6
User Status and User Location – MAP mapping

29.198-7
Part 7: Terminal Capabilities SCF
29.998-7
Not Applicable

29.198-8
Part 8: Data Session Control SCF
29.998-8
Data Session Control – CAP mapping

29.198-9
Part 9: Generic Messaging SCF
29.998-9
Not Applicable

29.198-10
Part 10: Connectivity Manager SCF
29.998-10
Not Applicable

29.198-11
Part 11: Account Management SCF
29.998-11
Not Applicable

29.198-12
Part 12: Charging SCF
29.998-12
Not Applicable

1 Scope

The present document investigates how the OSA Call Control Interface Class methods defined in 3GPP TS 29.198-4 [5] can be mapped onto the protocols defined in the IP Multi-media Subsystem (IMS) [14]. 

The mapping of the OSA API to IMS is considered informative, and not normative.  An overview of the mapping TR is contained in the introduction of the present document as well as in 3GPP TR 29.998-1 [10].

The OSA specifications define an architecture that enables application developers to make use of network functionality through an open standardised interface, i.e. the OSA APIs.  The API specification is contained in the 3GPP TS 29.198 series of specifications.  An overview of these is available in the introduction of the present document as well as in 3GPP TS 29.198-1 [1].  The concepts and the functional architecture for the Open Service Access (OSA) are described by 3GPP TS 23.127 [3].  The requirements for OSA are defined in 3GPP TS 22.127 [2].  

The present document has been defined jointly between 3GPP TSG CN WG5, ETSI SPAN 12 and the Parlay Consortium, in co-operation with the JAIN consortium. 

2 References

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TS 29.198-1: "Open Service Access; Application Programming Interface; Part 1: Overview".

[2]
3GPP TS 22.127: "Stage 1 Service Requirement for the Open Service Access (OSA) (Release 5)".

[3]
3GPP TS 23.127: "Virtual Home Environment (Release 4)". ?
[4]
3GPP TR 22.905: "3GPP Vocabulary".

[5]
3GPP TS 29.198-4: "Open Service Access; Application Programming Interface - Part 4: Call Control".

[6]
3GPP TS 23.218: "IP Multimedia (IM) Session Handling; IP Multimedia (IM) call model 
(Release 5).

[7]
3GPP TS 24.228: "Signalling flows for the IP multimedia call control based on SIP and SDP. (Release 5).

[8]
3GPP TS 22.101: "Universal Mobile Telecommunications System (UMTS): Service Aspects; Service Principles".

[9]
3GPPTS 29.228 “IP Multimedia Subsystem Cx interface; signalling flows and message contents”

[10]
3GPP TR 29.998-1: "API Mapping for Open Service Access;  Part 1: General  Issues on API Mapping".

[11]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP. (Release 5).

[12]
IETF RFC 2806 “URLs for Telephone Calls”

[13]
Draft IETF RFC 2543bis-05   "SIP: Session Initiation Protocol"

[14]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2 
(Release 5).

IETF RFC 2543bis-05   "SIP: Session Initiation Protocol"

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in TS 29.198-1 [1] apply.

This specification uses a number of terms to refer to the roles played by participants in SIP communications.
Specific SIP definitions can be found in [13] and [11].

[Editor note: The SIP definitions below should be deleted   – or keep only those that could be considered important/essential for the understanding of this document ???].

The following terms have special significance for SIP.

Back-to-Back user agent: A back-to-back user agent (B2BUA) is a logical entity that receives a request, and processes it as a UAS. In order to determine how the request should be answered, it acts as a UAC and generates requests. Unlike a proxy server, it maintains dialog state, and must participate in all requests sent on the dialogs it has established. Since it is a concatenation of a UAC and UAS, no explicit definitions are needed for its behaviour.

Call: A call is an informal term that refers to a dialog between peers, generally set up for the purposes of a multimedia             conversation.

Call leg: In a SIP context another name for a dialogue. In an OSA context the communication path as seen from an application to an addressable entity/call party in the network.

Call stateful: A proxy is call stateful if it retains state for a dialog from the initiating INVITE to the terminating BYE             request.

Client: A client is any network element that sends SIP requests, and receives SIP responses. Clients may or may not interact directly with a human user. User agent clients and proxies are clients.

Dialog: A dialog in SIP is a peer-to-peer SIP relationship between a UAC and UAS that persists for some time. A dialog is established by SIP messages, such as a 2xx response to an INVITE request. A dialog is identified by a call identifier, local address, and remote address. 

Downstream: A direction of message forwarding within a transaction which refers to the direction that requests            flow from the user agent client to user agent server.

Final response: A response that terminates a SIP transaction, as opposed to a provisional response that does not. All 2xx, 3xx, 4xx, 5xx and 6xx responses are final.

Informational Response: Same as a provisional response.

Initiator, calling party, caller: The party initiating a session with an INVITE request. A caller retains this role from the time it sends the INVITE until the termination of any dialogs established by the INVITE.

Invitation: An INVITE request.

Invitee, invited user, called party, callee: The party that receives an INVITE request for the purposes of establishing             a new session. A callee retains this role from the time it receives the INVITE until the termination of the dialog             established by that INVITE.

Location server: See location service.

Location service: A location service is used by a SIP redirect or proxy server to obtain information about a callee's             possible location(s). It is an abstract database, sometimes referred to as a location server. The contents of the             database can be populated in many ways, including being written by registrars.

Loop: A request that arrives at a proxy, is forwarded, and later arrives back at the same proxy. When it arrives the second time, its Request-URI is identical to the first time, and other headers that affect proxy operation are unchanged, so that the proxy would make the same processing decision on the request it made the first time around. Looped requests are errors, and the procedures for detecting them and handling them are described by the protocol.

Method: The method is the primary function that a request is meant to invoke on a server. The method is carried in the             request message itself. Example methods are INVITE and BYE.

Outbound proxy: A proxy that receives all requests from a client, even though it is not the server resolved by the             Request-URI. The outbound proxy sends these requests, after any local processing, to the address indicated in the             Request-URI, or to another outbound proxy.

Parallel search: In a parallel search, a proxy issues several requests to possible user locations upon receiving an             incoming request.  Rather than issuing one request and then waiting for the final response before issuing the next             request as in a sequential search , a parallel search issues requests without waiting for the result of previous             requests.

Provisional response: A response used by the server to indicate progress, but that does not terminate a SIP transaction.             1xx responses are provisional, other responses are considered final.

Proxy, proxy server: An intermediary entity that acts as both a server and a client for the purpose of making requests on behalf of other clients. A proxy server primarily plays to role of routing, which means its job is to ensure that a             request is passed on to another entity that can further process the request. Proxies are also useful for enforcing             policy and for firewall traversal. A proxy interprets, and,  if necessary, rewrites parts of a request message before             forwarding it.

Redirect server: A redirect server is a server that accepts a SIP request, maps the address into zero or more new addresses and returns these addresses to the client. Unlike a proxy server, it does not initiate its own SIP request. Unlike a user agent server, it does not accept calls.

Registrar: A registrar is a server that accepts REGISTER requests, and places the information it receives in those             requests into the location service for the domain it handles.

Ringback: Ringback is the signaling tone produced by the calling party's application indicating that a called party is being alerted (ringing).

Server: A server is a network element that receives requests in order to service them, and sends back responses to those             requests.  Examples of servers are proxies, user agent servers, redirect servers, and registrars.

Sequential search: In a sequential search, a proxy server attempts each contact address in sequence, proceeding to             the next one only after the previous has generated a non-2xx final response.

Session: From the SDP specification: "A multimedia session is a set of multimedia senders and receivers and the data             streams flowing from senders to receivers. A multimedia conference is an example of a multimedia session." (RFC             2327 [6]) (A session as defined for SDP can comprise one or more RTP sessions.) As defined, a callee can be invited             several times, by different calls, to the same session. If SDP is used, a session is defined by the concatenation of             the user name , session id , network type , address type and address elements in the origin field.

(SIP) transaction: A SIP transaction occurs between a client and a server and comprises all messages from the first request sent from the client to the server up to a final (non-1xx) response sent from the server to the client, and the ACK             for the response in the case the response was a 2xx. The ACK for a 2xx response is a separate transaction.

 Spiral: A spiral is a SIP request which is routed to a proxy, forwarded onwards, and arrives once again at that proxy, but this time, differs in a way which will result in a different processing decision than the original request.          Typically, this means that it has a Request-URI that differs from the previous arrival. A spiral is not an error             condition, unlike a loop.

Stateless proxy: A logical entity that does not maintain the client or server transaction state machines defined in this             specification when it processes requests. A stateless proxy forwards every request it receives downstream and every             response it receives upstream.

Stateful proxy: A logical entity that maintains the client and server transaction state machines defined by this             specification during the processing of a request. Also known as a transaction stateful proxy.. A stateful  proxy is not the same as a call stateful proxy.

Upstream: A direction of message forwarding within a transaction which refers to the direction that responses flow from the user agent server to user agent client.

User agent client (UAC): A user agent client is a logical entity that creates a new request, and then uses the client             transaction state machinery to send it. The role of UAC lasts only for the duration of that transaction. In other             words, if a piece of software initiates a request, it acts as a UAC for the duration of that transaction. If it receives a request later on, it takes on the role of a User Agent Server for the processing of that transaction.

User agent server (UAS): A user agent server is a logical entity that generates a response to a SIP request.  The response accepts, rejects or redirects the request. This role lasts only for the duration of that transaction. In other words, if a piece of software responds to a request, it acts as a UAS for the duration of that transaction. If it generates a             request later on, it takes on the role of a User agent client for the processing of that transaction.

User agent (UA): A logical entity which can act as both a user agent client and user agent server for the duration of a             dialog.   

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TS 29.198-1 [1] apply.

After this starts the stuff that has been taken from the 23.218. This should be reworked in such a way that it fits our document structure.

12 IP Multimedia session handling with an OSA-Service Capability Server 

Editor's Note : This section relate to the OSA SCS and should contain the mapping of SIP to the OSA APIs. This section is owned by CN5 and may be split into a separate CN5 owned document in the future. In this case this section would simply become a reference to the CN5 document.. 

Editor's Note : The API interface provides all applications that are independent from the underlying network technology, and are delivered via the use of an open standardised API.  This API maybe based on the OSA API but with additional enhancements for the multimedia service control handling.  It is assumed with this case that the API from the OSA SCS will still be linked via a service control platform to provide framework, security and other such features in  linking to the actual OSA API for third parties usage. The mapping of the OSA API to the underlying network capabilities is not subject to standardisation.

12.1
Architecture

This subclause describes the functional architecture needed to support interactions with the S-CSCF in the IP Multimedia Subsystem and the OSA-SCS. The OSA-Service Capability Server is a particular SIP application server application which interfaces SIP to the OSA framework. The generic SIP Application Server behaviour of the OSC-SCS is specified in section 9 of this specification.
7.2.3
(MO#2) Mobile origination, located in home network (S-S#2, MT#2 assumed)

12.1.1
Functional Entities used with an OSA-SCS at IP Multimedia Registration

This section specifies the functional entities involved when a UE registers for IP Multimedia session requiring OSA support. 
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Figure 12.1: Functional architecture for support of OSA when mobile registers for IP Multimedia session

12.1.2
Functional Entities used with a OSA based Service Platform for MO and MT IP Multimedia session

This section specifies the functional entities involved in a Mobile Originated and Mobile Terminated IP Multimedia session requiring OSA support.
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Figure 12.2: Functional architecture for support of OSA control of a MO IP Multimedia session
12.2
Interfaces defined for an OSA-SCS 
12.2.1
S-CSCF – OSA-SCS (ISC) interface

This interface is used by the OSA-SCS to control an IP Multimedia session via a S-CSCF. Transactions between the S-CSCF and the OSA-SCS on this interface are initiated either as a result of the S-CSCF proxying a SIP request to the OSA-SCS or by the OSA-SCS initiating by generating and sending a SIP request to the S-CSCF.  This interface is based on SIP as detailed in 3GPP TS 23.228 [8].

12.2.2
OSA-SCS - OSA AS interface

This section describes the interface between the OSA-SCS and the OSA Application Server. This interface is the OSA Application Programming Interface (API) which is detailed in 3GPP TS 29.198 [14].

12.2.3
HSS – OSA-SCS (Sh) interface

Editor’s Note: This work will need to be co-ordinated with CN4.

The Sh interface is between the HSS and the OSA SCS and is used for transferring User Profile information. 
Editor's Note: The protocol used between the HSS and OSA-SCS (Sh Interface) is for further study. 

12.2.4
OSA-SCS – MRF (Sr) interface

The Sr interface is between the OSA-SCS and the MRF and is used for control of the MRF by the OSA-SCS. 
Editor's Note: The protocol used between the OSA-SCS and the MRF (Sr Interface) is for further study

12.3

Description of OSA related Subscriber Data

12.3.1
OSA Subscription Information

This subclause defines the contents of the OSA related Subscription Information.  This information shall be sent by the HSS to the OSA-SCS via the Sh  Interface.

Editor’s Note: This work will need to be co-ordinated with CN4. 

12.4

Description of OSA Call State Models

IP Multimedia sessions handled by the OSA-SCS and the behaviour of the IP Multimedia sessions is modelled by a call state model. The OSA call state models are defined in 3GPP TS 29.198 [14] as State Transition Diagrams (STD). Mapping of SIP Method/Response to OSA MultiParty Call Control Service Detection Points are detailed in 3GPP TR 29.998-04-04 [15].

12.5

Procedures for Multimedia Session Handling with an OSA-SCS

12.5.1

Overall  Architecture

12.5.2

Handling of IP Multimedia Registration

12.5.3

Handling of mobile originated IP Multimedia sessions

12.5.4

Handling of mobile terminated IP Multimedia sessions

12.5.5

OSA-SCS specific handling of SIP Registration and data restoration

Editor's Note: This subclause is for further study.
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